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| **Control #** | **Control Description / Requirement** | **NIST 800-53** |
| **3.7.1** | Perform maintenance on organizational information systems. | MA-2 |
| **3.7.2** | Provide effective controls on the tools, techniques, mechanisms, and personnel used to conduct information system maintenance. | MA-3 MA-3(1) MA-3(2) |
| **3.7.4** | Check media containing diagnostic and test programs for malicious code before the media are used in the information system. | MA-3(2) |
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| **3.11.3** | Remediate vulnerabilities in accordance with assessments of risk. | RA-5 |
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